
Privacy Policy

This privacy policy has been compiled to better serve those who are concerned with how
their personal information  is being used online. Under PIPEDA ,The Personal Information
Protection and Electronic Documents Act, personal information includes any factual or
subjective information, recorded or not, about an identifiable individual. This includes
information in any form, such as:

● age, name, ID numbers, income, ethnic origin, or blood type;
● opinions, evaluations, comments, social status, or disciplinary actions; and
● employee files, credit records, loan records, medical records, existence of a dispute

between a consumer and a merchant, intentions (for example, to acquire goods or
services, or change jobs).

Please read our privacy policy carefully to get a clear understanding of how we collect, use,
protect or otherwise handle your personal information in accordance with our website.

What personal information do we collect from the people that visit our blog, website or
app?

When contacting or ordering service on our site, as appropriate, you may be asked to enter
your name, email address or other details to help you with your experience.

When do we collect information?

We collect information from you when you register on our site, subscribe to a newsletter, fill
out a form or enter information on our site.

How do we use your information?

We may use the information we collect from you when you register, make a purchase, sign
up for our newsletter, respond to a survey or marketing communication, surf the website,
or use certain other site features in the following ways:

• To personalize your experience and to allow us to deliver the type of content and product
offerings in which you are most interested.

• To improve our website in order to better serve you.

• To administer a contest, promotion, survey or other site feature.

• To quickly process your transactions.



• To send periodic emails regarding your order or other products and services.

How do we protect your information?

Our website is scanned on a regular basis for security holes and known vulnerabilities in
order to make your visit to our site as safe as possible.

We use regular Malware Scanning.

Your personal information is contained behind secured networks and is only accessible by
a limited number of persons who have special access rights to such systems, and are
required to keep the information confidential. In addition, all sensitive/credit information
you supply is encrypted via Secure Socket Layer (SSL) technology.

We implement a variety of security measures when a user places an order enters, submits,
or accesses their information to maintain the safety of your personal information.

All transactions are processed through a gateway provider and are not stored or processed
on our servers.

Do we use ‘cookies’?

We do not use cookies for tracking purposes.

You can choose to have your computer warn you each time a cookie is being sent, or you
can choose to turn off all cookies. You do this through your browser settings. Since each
browser is a little different, look at your browser’s Help Menu to learn the correct way to
modify your cookies.

If you turn cookies off, Some of the features that make your site experience more efficient
may not function properly.

Third-party disclosure

We do not sell, trade, or otherwise transfer to outside parties your personal information
unless we provide users with advance notice. This does not include website hosting
partners and other parties who assist us in operating our website, conducting our
business, or serving our users, so long as those parties agree to keep this information



confidential. We may also release information when its release is appropriate to comply
with the law, enforce our site policies, or protect ours or others’ rights, property or safety.

Third-party links

We include or offer third-party products or services on our website. These third-party sites
have separate and independent privacy policies. We, therefore, have no responsibility or
liability for the content and activities of these linked sites. Nonetheless, we seek to protect
the integrity of our site and welcome any feedback about these sites.

How does our site handle Do Not Track signals?

We honor Do Not Track signals and Do Not Track, plant cookies, or use advertising when a
Do Not Track (DNT) browser mechanism is in place.

Canada's anti-spam legislation

CASL was created in 2014 to reinforce best practices in email marketing and combat spam
and related issues. These issues include identity theft, phishing and the spread of malicious
software, such as viruses, worms and trojans (malware). The legislation has made a
positive difference. When CASL took effect in 2014, Canada was home to 7 of the world's
top 100 spamming organizations. By 2017, there were only 2.  To be in accordance with
Canada’s anti-spam legislation, we agree to the following:

• Obtain consent to send commercial electronic messages.

• Keep our records updated and offer an unsubscribe option.

• Monitor third-party email marketing services for compliance.

• Honor opt-out/unsubscribe requests quickly.

Contacting Us

If there are any questions regarding this privacy policy, you may contact us at
info@teeterandco.com
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